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Privacy Policy

1. Scope

This policy explains how CPR Business Advisory Pty Ltd, (and who are referred
to in this policy as "we", "our" or "us") handle the Personal Information that we
collect and hold about individuals (who are described in this policy as Data
Subjects). It details the types of Personal Information we may collect, how we
may use and disclose it and how a Data Subject may seek access to, and
correction of it. In addition to this policy, CPR Business Advisory will, on
occasions, provide Data Subjects with specific statements about how we use
and disclose particular information that we collect from the Data Subject

(including through our website) and seek consent if necessary.

This policy does not apply to the Personal Information of CPR Business Advisory
employees or employees, contractors, consultants of other CPR Business
Advisory related trading organisations.

If you have any questions relating to this privacy policy, please contact our
Privacy Officer using the contact details provided below at section 4.7.

2.0 Purpose
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CPR Business Advisory is bound by the Privacy Act 1988 (Cth), the Australian
Privacy Principles (“APPs”) in that Act and applicable State and Territory based
health records legislation. CPR Business Advisory is a commercial organisation,
for which it provides professional services throughout Australia and its
territories. In the course of our business and activities, we collect, process,
transmit, disclose and store Personal Information about different types of
people.

At CPR Business Advisory, your privacy is important to us. We are committed to
ensuring that Personal Information we hold about you is held securely and that
your privacy is protected.

Definitions

Data Subject. Means any individual, including a patient, customer, consultant,
supplier, third party provider and healthcare provider, (except for CPR Business
Advisory employees) about whom CPR Business Advisory collects and holds,
uses, transmits, discloses, processes, or stores Personal Information.

Personal Information. Means any information or opinion about a Data Subject,
or about a Data Subject who is identified or reasonably identifiable to us,
whether it is true or not, or whether it is recorded in material form or not.
Privacy Officer. Means the person whose details are available in section 4.7 of
this policy below and who can be contacted in relation to any enquiries,
complaints or access and correction requests in connection with this policy.
Sensitive Information. A subset of Personal Information that is given a higher
level of protection by law because of its sensitive nature. It includes health
information, as well as Personal Information about the racial or ethnic origin,
political opinions, membership of political, professional or trade associations, or
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trade unions, religious beliefs, sexual orientation or practices, and criminal
record of a Data Subject.

Policy

4.1 Information that CPR Business Advisory May Collect.

The types of Personal Information CPR Business Advisory may collect include a
Data Subject’'s name, gender, date of birth, email address(es), residential,
business and postal address(es), contact telephone numbers and facsimile
numbers, website account user information and other information that may be
relevant in our dealings with a Data Subject. More specifically, depending on
the type of relationship we have with each Data Subject we may collect the
following:

4.1.1 From an individual client:

Name and contact details; and
Any Personal Information provided to us which is relevant to a query or
complaint.

4.1.2 From a job applicant/consultant/contractor:
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Name and contact details;

gualifications and employment history;

website log in details if you apply through our website;

health information (if a medical examination is required);

the results of a criminal record check (if a criminal record check is required);
whether the applicant is an Australian citizen or permanent resident and if not,
their visa type; and

whether the applicant holds a current driver's licence.

Anonymous Use.

When dealing with CPR Business Advisory, a Data Subject may choose not to
identify himself or herself, to use a pseudonym, or not to provide us with some
or all of their Personal Information. However, in any of these situations, such
elections may affect CPR Business Advisory ability to provide the services,
information or assistance requested.

Where you elect to use a pseudonym or use a CPR Business Advisory website
anonymously, we may subsequently contact you and require details of your
true identity if we need them to fulfil any legal requirements.

Use and Disclosure of Personal Information.

4.3.1 Generally.

We use Personal Information to:
Efficiently administer, manage and deliver our products and/or services
including through our websites;
provide information about other products and/or services that may be of
benefit to the Data Subject;
respond to any queries or complaints or reports of data security incidents;
statistically analyse the distribution of our services across our customer cohort;



We may disclose a Data Subject’s Personal Information:

e to our agents, contractors or third party service providers that provide financial,
legal, administrative, data processing or other services in connection with the
operation of our business.

e together with the sale or transfer of one of CPR Business Advisory products or
services, to another person or entity (to enable continuity of supply of that
product or service);

e where acting in good faith, we believe that the law requires or permits us to do
so (e.g., to law enforcement agencies, OPR or government auditors); or

e with the Data Subject’s consent.

4.3.2 Overseas disclosures

The collection, use, and disclosure of information contemplated in this Privacy
Policy may involve a disclosure or transfer of the information to other countries.

CPR Business Advisory takes reasonable steps to ensure that Personal
Information is transferred, stored and processed in a secure manner, and that
the rights of Data Subjects are respected in a manner that is consistent with
Australian Privacy Principles.

CPR Business Advisory may transfer or disclose Personal Information to
recipients outside of Australia. This includes for the purposes of hosting its
databases and storing its data on third party servers. If this happens, you will be
informed of and where necessary, asked to consent to such transfers and
disclosures in accordance with this Privacy Policy.

4.3.3 Direct marketing and opting out

CPR Business Advisory may, after obtaining express prior consent or in
appropriate circumstances via inferred consent, use and disclose information,
including Personal Information, to communicate with a Data Subject (for
example, via email, SMS or phone) about its current or new products and
services that may be useful or relevant to recipients. CPR Business Advisory
does not rent, sell or share Personal Information about Data Subjects with other
people or non-affiliated companies for their direct marketing purposes. Any
Data Subject who does not wish to receive direct marketing from CPR Business
Advisory in the future may opt out of receiving such communications at any
time by following the opt out instructions set out in the relevant
communication or by contacting the Privacy Officer using the details set out in
section 4.7.

4.4 Information Security

We take reasonable steps to protect your Personal Information from misuse,
loss, unauthorised access, modification or disclosure.

Personal Information is stored securely whether in an electronic or physical
form. For example, only staff needing access to the information are allowed
access. Personal Information is stored in secured premises or in electronic
databases requiring logins and passwords. Personal Information will be
permanently de-identified or destroyed if it is no longer required for any
purpose set out in section 4.3 or for which we may otherwise use or disclose it,
or when we are no longer required to keep it. Some information, particularly
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health information, must be kept for a number of years to comply with legal
requirements, such as health records legislation.

If a Data Subject believes that any of their Personal Information that we may
hold about them has been the subject of a data breach or has otherwise been
unlawfully accessed, used or disclosed, you should notify us immediately so that
we can take appropriate steps to ensure its security.

Access and Correction

We try to ensure that all the Personal Information about you that we collect,
hold, use or disclose, is relevant, accurate, complete and current. Data Subjects
must promptly notify us if there are any changes to their Personal Information.
Data Subjects can at any time request access to or correction of their Personal
Information by contacting our Privacy Officer on the details in section 4.7 below.
CPR Business Advisory will process such requests within a reasonable time
without charge. Data Subjects may also ask to correct or delete Personal
Information that they believe is irrelevant to the purposes set out in section 4.3,
inaccurate, incomplete or out-of-date.

CPR Business Advisory may need to verify a Data Subject’s identity before
giving access to or correcting their Personal Information. We will respond to
such requests in a reasonable time, usually within 30 days.

CPR Business Advisory will provide Data Subjects with access to their Personal
Information unless an exception in the Privacy Act or applicable health records
legislation applies.

CPR Business Advisory will generally correct Personal Information on request or
if we are otherwise satisfied the information is inaccurate, incomplete, out-of-
date, irrelevant, or misleading. If we refuse a Data Subject access to or
correction of their Personal Information in response to a request, we will notify
the Data Subject in writing of our decision and our reasons (unless it would be
unreasonable to do so) and how to appeal such decision. If we refuse to correct
Personal Information, the Data Subject may ask us to record a statement with
that Personal Information indicating what they believe is incorrect.

Questions or Complaints:

Data Subjects wishing to make a complaint in relation to the handling of their
Personal Information or access or request refusals should contact our Privacy
Officer on the details in section 4.7 below. CPR Business Advisory will need
details about the nature of the complaint and will need to verify the Data
Subject’s identity. We will investigate your complaint and respond within a
reasonable period and generally within 30 days. We may need to request more
information.

Data Subjects who are not satisfied with our response to a complaint can
contact the Office of the Australian Information Commissioner on the details
below:

Office of the Australian Information Commissioner
Phone: 1300 363 992
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Post: GPO Box 5218, Sydney NSW 2001
Online form: www.oaic.gov.au (Privacy Complaint Form)

Contact Details

If you have any questions, concerns or complaints about our privacy policy or
practices you're your privacy, or would like more information please contact
CPR Business Advisory' Privacy Officer by post, phone or email at:

Privacy Officer

CPR Business Advisory
94 Byron Street
Bangalow NSW 2479

Phone: 1300 5317 10
Email: admin@cprba.com.au

Changes to this Policy

CPR Business Advisory may amend and update this Privacy Policy at any time
including to reflect changes to its legal obligations, business or information
handling practices. Any amendments will apply when the revised version of this
Privacy Policy is posted on our website (or when the amendments are
otherwise notified to you, if earlier). The continued use and/or accessing of our
website, systems, services or products after the posting (or notification) of the
new version of the Privacy Policy will be deemed to indicate your acceptance of
it. CPR Business Advisory may in certain circumstances provide you with a
separate privacy collection notice which may also reflect the amendments.
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